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* AJP-13 is used if your View Security server is not configured to use IPsec for

communication with the View Connection server. ESP (Protocol 50) is used when
IPsec is enabled.
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** TCP/UDP 4173 (and incrementally higher) is used internally on RDSH.
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